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Goddard Space Flight Center, Office of Communications, Cods 130, Gresnbelt, MD 20771
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In performance of this contract, some personnel may require access 1o classified information up to the SECRET fevel.
the contractor must have a sufficient number of cleared employees assigned duties under this contract to be able
to complete all classified work assignments up to and including SECRET.
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National Security Telecommunications and Information systems Security Instruction (NSTISSI) 4000,
Series of Communication Security {FOUQ)
Dol 5220.22-M, National industrial Security Program Operating Manual, February 28, 2006
GPR 1600.1, Goddard Security Requirements, April 3, 2008
NPR 1600.1, NASA Security Program Procedural Requirements, with/Change 2 April 1, 2009
NPD 1600.2E, NASA Security Policy, April 1, 2000
"NPD 1660.1B, NASA Counterintelligence (Cl) Policy, November 18, 2008
NPR 1660.1, Counterintelligence {Cl) Counterterrorism (CT) Procedural Requirements, December 21, 2004
NPR 2810.18, Security of Information Technology, with/Change 1 Mary 19, 2011
. NFPD 2810.1D, NASA information Security Policy, May 8, 2009
10. OMB Circular A.130, Appendix Ii, Security of Federal Automated Information Resources
11. Federat Information Security Management Act of 2002

©WOND G
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Any employee, who observes or becomes aware of the deliberate or suspected compromise of classified national security
information, shall promptly report such information personally to the GSFC Counter Intelligence {C1) Office. I Sensitive but
Unclassified (SBU) information appears compromised by or on behalf of foreign or domestic powers, organizations or persons,
empioyees shall report such information to the GSFC Cl Office. If an employee becomes aware of information periaining to
international or domestic terrorist activities, employees shall also report to the GSFC CI Office. If the information indicates a
computer compromise ar other cyber intrusion, the Office of Inspector General shall be promptly notified.
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